Remote office design proposal

For small remote offices (1-5 switches?) which does not require redundancy:

If tunnel from core01 to
remote-dist1 is transparent
L2 tunnel and forwards LLDP
then ZTP for remote01-dist1
can work
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ZTP for access switches

here will not work by default because

only uplink to one dist
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With FW cluster at central site:

Firewall1

No ZTP of dist is possible I
because no L2 adjacengy  |Z7MA e

IP 1500 +
IPSec 807 +

MTU requirement: "‘%
%D

_ VXLAN 607
il =~17007

Firewall R1

Multihop eBGP + BFD
] Manual interface and BGP
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ZTP for access switches
here will not work by default because
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For medium remote offices (6+ switches?) which does require redundancy:




	Remote office design proposal

