FW CNaaS NAT

Source NAT is usually what are used.

Example of a Source NAT using a pool as a public ip address (clients on the inside have addresses from the 10.0.0.0/23-net and will be NATed to the
193.10.55.17-address when going the the internet):

#> show configuration security nat

source {
pool office-outside {
address {
193. 10. 55. 17/ 32;
}

addr ess- persi stent;
rul e-set office {
from zone office;
to zone VR-I| NET,;
rule rl {
mat ch {
sour ce- address 10.0.0. 0/ 23;
desti nati on-address 0.0.0.0/0;

}
then {
source-nat {
pool {
of fi ce-out si de;
}
}
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